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Gregory Romer

744 Harding Street
Westfield, NI 07090

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chatrman Powell:

As a concerneg individual, I am writing to express my aopposition to the
Department of Justice s request that all new Internet communication services be
required te have built—in wiretanping access.

I°ve been using the Internet for over 15 years now and have a backgreund 1in
computer technology. I'm very concerned about building in a wiretap access
method to the internet. I do not believe this requirement is necessary.
longstanding laws already reguire Internet Service Providers and Internet
telephone companies to allaw the FBI to conduct surveillance. The FBI is going
far bevond these existing powers by trying to force the industry to actually
build its systems around government eavesdropping. It is the eguivalent of the
government requiring all new homes be byilt with a peephole for law enforcement
to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to zlter that careful balance.

T understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rague government agents to access aur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich eppertunity for hackers.

Once again, I urge you to oppase the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts orn this matter.

Sincerely,

(regary Romer
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Samuel Prieto

2837 W. Ave., T-9
Lancaster, CA 93536

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20594

FCC Chatrman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not helieve this requirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyaond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to lsok through.

I am very concerned that this reguirement represents an end-run around
congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI ¢an collect information between sources Tike phone <ompanies and data
sogurces 1ike e-mail. The FBI 5 augressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential fer hackers and thieves or
gyen rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Oonce again, I urge you to oppose the danderous suggestian of the Department of
Justice that our new Internet communication technologies should have built-—in
wiretapping.

I 1ook forward to hearing your thoughts on this matter.

Sincerely,

Samuel Prieto
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Barbara Taylor

2449 Winterstone dr.
Plano, T« 75023

March 18, 2004

FCC Chairman Michael Powel]
fFederal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding lTaws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to corduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be buiit with a peephale for law enforcement te look through.

I am very concerned that this regquirement represents an end-run around
Congress. lLawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources 1ike phane companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bvpass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personzl communicatians, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our perscnal cammunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich cpportunity for hackers,

Once again, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

T look forward to hearing your thoughts on this matter.

Sincerely,

Barbara Taylar
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Stephen Padgett

759 Basin St. #i9
Tallahassee, F1 32304

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Juystice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Praviders and Internet telephone <ompanjes to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actuaslly build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources like phone companies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persaonal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich aopportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technolcaies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Stephen Padgett
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David Berenson

1148 Piermont Rd.
South Euclid, OH 44121

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance., The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivaltent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatian between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would hypass the legislative process to alter that careful balance.

I understand that by regquiring a master key to our personal communications, the
government is <reating the very reai potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppase the dangercus suggestion of the Department of
Justice that aour new Internet communication technologies should have built-in
wiretapping.

1 lTook forward to hearing your thoughts on this matter.

Sincerely,

David B. Berensan, M.S.
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Scott Coffey

26 North Garden Court
Fletcher, NC 28732

March 18, 2004

FCC Chajrman Michael Powell
Federal Communications Cammissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concernsd individual, I am writing to express my oppesition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.,

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
goverrment eavesdropping. It is the equivaient of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communhicakions. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department aof
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Scott Coffey



wWed 24 Mar 2004 03:53:29 PM EST P. 11
Arnold wWelber

5349 NW 30th Av
sSunrse,, FL 33351

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I da not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyvond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the gqovernment reguiring all
new homes be huilt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications, Past
efforts to proyide this sort of backdoor access have not been successful and
only created a rich opportunity fer hackers.

Once again, I urge you to oppecse the dangerous suggestior of the Department of
Justice that ocur new Internet communication technologies should have built—in
wiretapping.

I look faorward to hearing your thoughts on this matter.

Sincerely,

Arnie Welber
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Liz wWalker

2808 East North St
Creenyille, SC 29815

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 1Zth Street SW

Washington, DC 20554

£CC Chairman Powell:

As a caoncerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication Services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to c¢onduct surveillance., The FBI is going Far bevond these sxisting
powers by trying to force the industry to actually build its systems around
government eavesdtropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement toc lack through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access cur personal communications. Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the bepartment af
Justice that gur new Internet communication technologies should have built—-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

LizWalker
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Donna Richman

108535 N. Oldfather Rd.
Tucson, AZ B5742

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chaijrman Powell:

As a concerned fndividugl, I am writing te express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

T do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
nowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eqguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sgurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by reguiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not beern successful and
only created a rich opportunity for hackers.

Once again, I urge you to pppose the danhgerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I taok forward to hearing your thoughts on this matter.

Sincerely,

Donna Richman
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Dennis Smir]

6403 SW 27th Street
Topeka, XS 66614

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

wWashingtan, DC 20554

FCC Chairman Powell:

As a concerned indiyidual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not kelieve this reauirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
ths FBI to conduct surveillance. The FBI is going far beyend these existing
powers by trying to force the industry to actually build its systems around
government eavesdrepping. It is the eguivalent of the government requiring all
hew homes be built with a peephole far law enforcement to look through.

I am very concerned that this reguirement represents an end—run around
tongress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that carefu) balance.

I understand that by requiring a master key to our personal <communications, the
government is ¢reating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications.. Past
efforts to provide this sort of hackdoar access have not been successful and
only created a rich opportunity for hackers. Particularly, as online banking
becomes the norm. this allows a dangerous potential for criminals to plunder
the checking and sayings accounts of honest citizens.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Bennis E. Smirl
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Andrew G. KAtsanevas

6357 So Dixie Dr
West Jardan, Utah 84084

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to canduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between scurces like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by regquiring a master key teo our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Andrew (. Katsanevas
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Loring Pfeiffer

2918 Teal Eve Court
Fart Collins, CO 80528

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a con<erned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

1 do nat believe this reguirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to farce the industry to actually build jts systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very <oncerned that this requirement represents an end-run around
Congress. iawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves Por even
rogue government agents Pto access our personal communications. Past efforts
to provide this sort of backdaorfaccess have not been successful and only
created a rich opportunity for hackers.

Once again, I urge you to cppose the dancerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Loring Pfeiffer
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Garry Star

3084 Chancery Pl
Thousand Oaks, CA 391362

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Streest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing toc express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies toc allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It s the eguivalent aof the gavernment requiring all
new homes be built with a peephale for law enforcement to look through,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informaticon between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressiye and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is c<reating the very real potentiazl for hackers and thieves ar
even rogue government agents to access our personal communications. Past
effarts to provide this sort of hackdoor access have not heen successful and
only created a rich oppartunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have bujlt-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Garry Star
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Michael Faoro

43225 SE 172nd Street
North Bend, WA 98045

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Caommission
445 12th Street Sw

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI tno canduct surveillance. The FBI is going far beyond these existing
nowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for Taw enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources 1ike 2-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal cammunications, the
gavernment i1s creating the very real potential for hackers and thieves or
even rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Michael Faorc
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ob JTewet

3838 Sth Ave
Des Moines, IA 50313

March 18, 2004

FEC Chairman Michael Powel)
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services bs
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Servicse Providers and Internet telephone companies to allow
the FBRI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phaone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for nackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technolaogies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter,

Sincerely,

Bob Tewett
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John Linko

PO Box 2791
Crand JTunction, CC 81502

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet caommunication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to canduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry te actually build its systems around
gavernment eavesdropping. Tt is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to lock through,

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like s-mail. The FBI s aggressive and expansive reading of the Taw
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
eyen rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
enly created a rich opportunity for hackers.

Once again, I urge you to gppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts cn this matter.

Sincerely,

John L. Linko
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Richard Tonsing

145 Plaza Dr # 471
Yallejo, CA 94591

March 18, 2004

FCC Chairman Michael! Powell
federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet teiephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be huilt with a peephole for law enforcement to Teok through.

I am very concerned that this requirement represents an end-run around
Conaress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
scurces 1ike e-mail. The F8I s aggressive and expansive reading of the law
would bypass the legislative process to alter that <areful balance.

I understand that by requiring a master key tec our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technoclogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Richard Tonsing, SMSgt, USAF Retired
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Mark Trauernicht

7221 Staver Court
Alexandria, WA 22308

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 205%4

FCC Chairman Powell:

As a concerned individual, T am writing to express my cpposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

While I agree that protecting Americans from terrarism is ohyviously important,
I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveiliance. The FBI s going far bevond these existing
powers by trying to farce the industry to actually build tts systems around
government eavesdropping. It is the equivalent of the government reguiring all
hew homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up beoundaries for how
the FBI <¢an collect information bhetween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful bajance.

I understand that by requiring a master key to our personal communications, the
government is creating the very rea! potential for hackers and thieves or
even rogue government agents to access aur persocnal communications, Past
effarts to provide this sort af backdeor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sugqe5tidn of the Department of
Justice that our new Internet communicaticn technologies should have built—in
wiretapping,

I laok forward to hearfing vour thoughts an this matter.

Sincerely,

Mark Trauernicht
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Shad Wilhelm
9200 Sunset Blvd.
los Angeles, Ca 30D69

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiaons Commission
44% 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing te express my oppasition to the
Department of Justice s request that all new Internet communication services be
regquired to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies teo allow
the FBI to conduct surveijllance. The FEI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FEI can collect information between sources 1ike phone companies and data
sources Tike e-mail. The FBI s aggressive and espansive reading of the law
would bypass the Jegisliative process to alter that careful balance.

I understand that by requiring a master ey to cur personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue qovernment agents to access our personal communications, Past
effarts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppuose the dangerous suggestion of the Department of
Justice that our new Internet communication technolaogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Shagd Withelm
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tom brown

2 shore boulevard rear
keansburg, nj 07734

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Streat SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppesition to the
Department of Justice s request that all new Internet communication services he
required to have buiit-in wiretapping access.

I do naot believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the F8I to conduct surveillance. The FBI is going far beyond these existing
nowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
hew homes be built with a peephale for law enforcement to Yook through.

I am very concerned that this reguirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources 1ike phone companies and datsa
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur persanal communications, the
government is creating the very real potential for hackers and thieves or
EVEN rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
enly created a rich oppartunity for hackers.

Once again, I urge vou tc oppose the damgeraous suggestion of the Department of
Justice that our new Internet communication technologies should have built—-in
wiretapping.

I look fsrward to hearing your thoughts on this matter.

Sincerely,

tom brown
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Jennifer Leist

1620 Robinway Drive
Cincinnati, Oh 45230

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not belijeve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to aliow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent af the government reguiring all
hew homes be built with a peephole for law enforcement to locok through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween scurces l1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communicaticns, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efferts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestien of the Department of
Justice that our new Internet communicaticn technciogies should have buiit-in
wiretapping.

I lock forward ta hearing your thoughts an this matter.

Sincerely,

Jennifer Leist
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Julie McCord

3402 Oxford West
Auburn Hills, MI 48328

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 203554

FCC Chairman Powell:

&5 a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet <ommunication services be
required to have built—in wiretapping access.

T do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is geoing far bheyond these existing
powers by trying tec force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with & peephole for Taw enforcement +a Taook through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the F81 can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur perconal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to asccess our personal communications. Past
efforts to provide this sort of backdoor access have nat been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatiorn technologies should have built—in
wiretapping.

I Jook forward to hearing your thoughts an this matter.

Sincerely,

Julie & McCord
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Victor Paulus

HC 1 Box 21853
Tannersville, PA 18372

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to canduct surveillance. The FBI is coing far beyond these existing
powers by trying to force the industry to actually build its systems araund
government eavesdropping. Tt is the eguivaient of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications. Past
efforts to pravide this sart of backdoor access have not heen successful and
only created a rich apportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Yictor Paulus
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March 18, 2004
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5983/ Furnace Hi1i] Road
Zionsville, PA 18092

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is nscessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the BT to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephsle for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run araound
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government 15 creating the very real potential for hackers snd thieves nr
eyen roque government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, T urgs you tg oppose the dangercus suggaestion of the Department of
Justice that our new Internet communication technglogies should have built—in
wiretapping.

1 look forward to hearing your thoughts on this matter.

Sincerely,

Joyce K. Moore



